Aplicaciones Vulnerables

Para probar la extensión y el modelo, es necesario tener proyectos vulnerables que permita al modelo identificar que vulnerabilidades se encuentran en el código.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Nombre del proyecto | Fecha Actualización | Vulnerabilidades | Lenguaje | Comentarios | Enlace al repositorio |
| OWASP Vulnerable Web Application Project | 15/07/2019 | Command Execution  SQL Injection  XSS | PHP | La extensión está pensada en JavaScript. | <https://github.com/OWASP/Vulnerable-Web-Application> |
| vulnerable-app | 7/02/2018 | XSS  CSRF  Clickjacking | JavaScript | Tiene XSS la cual es bastante importante y común. | <https://github.com/djadmin/vulnerable-app> |
| vulnerable-node | 19/12/2022 | A1 -Injection  A2 - Broken Authentication and Session Management  A3 - Cross-Site Scripting (XSS)  A4 - Insecure Direct Object References  A5 - Security Misconfiguration  A6 - Sensitive Data Exposure  A8 - Cross-Site Request Forgery (CSRF)  A10 - Unvalidated Redirects and Forwards | JavaScript | Bastante documenta y actualizada bastante, y tiene varias vulnerabilidades. | <https://github.com/cr0hn/vulnerable-node> |
| vulnerableWebUygulamasi | 18/09/2017 | XSS  SQL Injection  Script | JavaScript | No está siendo actualizada | <https://github.com/BedirhanSisman/vulnerableWebUygulamasi> |
| Node.js Express + MySQL vulnerable boilerplate project | 21/02/2022 | SQL Injection | JavaScript | Esta siendo actualizada y tiene tutoriales. | <https://github.com/stypr/vulnerable-nodejs-express-mysql> |
| OWASP Juice Shop v14.3.0 | 10/11/2022 | Todas las vulnerabilidades encontradas en OWASP | JavaScript | Esta bastante completo, documentado y tiene más vulnerabilidades a parte de las 10 reconocidas popularmente. | <https://github.com/vchan-in/owasp-juice-shop> |